Host funded summer in

Information Security Intern
Alternate titles: Cybersecurity Intern, IT Security Intern

Position overview:

This internship should provide hands-on experience in identifying security
threats, implementing security measures, and contributing to overall
cybersecurity strategy.

Skills the intern will have:

* Cybersecurity Basics: Strong foundation in cybersecurity principles,
including knowledge of common threats, vulnerabilities, and risk
mitigation strategies.

* IT Security: Familiarity with IT security practices, encompassing access
control, data protection, and awareness of best practices in securing
information systems.

* Network Security: Understanding of network security concepts, protocols,
and technologies, with the ability to assist in securing network
infrastructure.

Expectations:

Interns will work with host companies to determine if work will be done
virtually or in-person. Internships will be a maximum of 240-hours total
beginning in mid-May at the earliest and ending in September at the latest.

Learn more at sandiegobusiness.org or contact oj@sandiegobusiness.org.




